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1
Decision/action requested

It proposes to add description about GVNP model of type 2.
2
References

[1]
3GPP TR 33.926: “Security Assurance Specification (SCAS) threats and critical assets in 3GPP network product classes”

[2]
3GPP TR 33.818: “Security Assurance Methodology (SECAM) and Security Assurance Specification (SCAS) for 3GPP virtualized network products”

[3]
ETSI GS NFV 002: "Network Functions Virtualisation (NFV); Architectural Framework".

[4]
ETSI GS NFV-EVE 001: "Network Functions Virtualisation (NFV); Virtualisation technologies; Hypervisor Domain Requirements Specification".

[5]
ETSI GS NFV-IFA 008: "Network Functions Virtualisation (NFV); Management and Orchestration; Ve-Vnfm reference point - Interface and Information Model Specification"

3
Rationale

It introduces type 2 model for GVNP, which is the final description made in TR 33.818[2]..

4
Detailed proposal

================Start of Change===============

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 33.926 Security Assurance Specification (SCAS) threats and critical assets in 3GPP network product classes 

[x]
ETSI GS NFV 002: "Network Functions Virtualisation (NFV); Architectural Framework".

[y]
ETSI GS NFV-EVE 001: "Network Functions Virtualisation (NFV); Virtualisation technologies; Hypervisor Domain Requirements Specification".
[z]
ETSI GS NFV-IFA 008: "Network Functions Virtualisation (NFV); Management and Orchestration; Ve-Vnfm reference point - Interface and Information Model Specification".
================Next of Change===============

4.3.y
Generic virtualized network product model of type 2

4.3.y.1
Description of the GVNP model
For the virtualized network product class type 2 (i.e. implementing 3GPP defined functionalities and virtualisation layer), the following figure 4.3-x depicts the components of a generic network product model at a high level.
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Figure 4.3-z: GVNP model of type 2
Compared to the GVNP model of the type 1 in figure 4.3-x, the GVNP model of the type 2 in the above figure has the Virtualisation layer in addition to 3GPP VNF. The VMs which deploy VNFCIs can be deployed in the multiple hosts, so there may be more than one instance of virtualisation layer that provide virtualisation resource for VNF. For simplicity, only one instance of virtualisation layer is shown in the figure 4.3-z. The components in the figure 4.3-z are further described in the following clauses.
4.3.y.2
Functions defined by 3GPP
All text from clause 4.3.x.2 applies to functions defined by 3GPP in the figure 4.3-z.
4.3.y.3
Other functions
All text from clause 4.3.x.3 applies to other functions in the figure 4.3-z.
4.3.y.4
Virtualization layer
The virtualization layer in a GVNP abstracts the hardware resources and decouples the VNF software from the underlying hardware. It provides the virtualization resources (e.g. virtualized CPU, virtualized memory etc.) and the execution environment for the network functions of VNF [x]. The primary tools to realize the virtualization layer would be hypervisors [6]. The hypervisor can be run either directly on top of the hardware (bare metal hypervisor) or running on top of a hosting operating system (hosted hypervisor) [y]. In case of a hosted hypervisor, the virtualization layer includes both the hosted hypervisor and the hosting operating system.
Note:
The definition of hypervisor is described in ETSI GS NFV-EVE 001 [y], i.e. the hypervisor is piece of software which partitions the underlying physical resources and creates Virtual Machines, and isolates the VMs from each other.
4.3.y.5
Interfaces
For the GVNP model of the type 2, the Vn-Nf between VNF and the virtualized layer is an internal interface. So, in addition to the interface between the VNF and VNFM (ref. Ve-Vnfm), it has the following interface defined by ETSI NFV specifications [x] and [z]:
-
Interface between the Virtualisation layer and VIM (ref. Nf-Vi) for virtualisation resource allocation, synchronization of virtualised resource state information.

-
Execution environment interface (ref. VI-Ha) which towards the underlying hardware layer for execution environment creation.
The remote logical interfaces in clause 4.3.x.5 other than the above interfaces apply to the GVNP model of the type 2.
================End of Change===============

